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(g) Contracts for Scientific Review and 
Analysis. To assist in making deter-
minations under this section, the Sec-
retary may contract with an appro-
priate expert body to review and sum-
marize the scientific evidence, and as-
sess the strength thereof, concerning 
the association between detention or 
internment as a prisoner of war and 
the occurrence of any disease, or for 
any other purpose relevant to the Sec-
retary’s determinations. 

(Authority: 
38 U.S.C. 501(a), 1110) 

[69 FR 60089, Oct. 7, 2004] 

REFERRALS OF INFORMATION REGARDING 
CRIMINAL VIOLATIONS 

§ 1.200 Purpose. 
This subpart establishes a duty upon 

and sets forth the mechanism for VA 
employees to report information about 
actual or possible criminal violations 
to appropriate law enforcement enti-
ties. 

(Authority: 5 U.S.C. App. 3, 38 U.S.C. 902) 

[68 FR 17550, Apr. 10, 2003] 

§ 1.201 Employee’s duty to report. 
All VA employees with knowledge or 

information about actual or possible 
violations of criminal law related to 
VA programs, operations, facilities, 
contracts, or information technology 
systems shall immediately report such 
knowledge or information to their su-
pervisor, any management official, or 
directly to the Office of Inspector Gen-
eral. 

(Authority: 5 U.S.C. App. 3, 38 U.S.C. 902) 

[68 FR 17550, Apr. 10, 2003] 

§ 1.203 Information to be reported to 
VA Police. 

Information about actual or possible 
violations of criminal laws related to 
VA programs, operations, facilities, or 
involving VA employees, where the vio-
lation of criminal law occurs on VA 
premises, will be reported by VA man-
agement officials to the VA police 
component with responsibility for the 
VA station or facility in question. If 
there is no VA police component with 
jurisdiction over the offense, the infor-
mation will be reported to Federal, 

state or local law enforcement offi-
cials, as appropriate. 

(Authority: 38 U.S.C. 902) 

[68 FR 17550, Apr. 10, 2003] 

§ 1.204 Information to be reported to 
the Office of Inspector General. 

Criminal matters involving felonies 
will also be immediately referred to 
the Office of Inspector General, Office 
of Investigations. VA management offi-
cials with information about possible 
criminal matters involving felonies 
will ensure and be responsible for 
prompt referrals to the OIG. Examples 
of felonies include but are not limited 
to, theft of Government property over 
$1000, false claims, false statements, 
drug offenses, crimes involving infor-
mation technology systems and serious 
crimes against the person, i.e., homi-
cides, armed robbery, rape, aggravated 
assault and serious physical abuse of a 
VA patient. 

(Authority: 5 U.S.C. App. 3) 

[68 FR 17550, Apr. 10, 2003] 

§ 1.205 Notification to the Attorney 
General or United States Attorney’s 
Office. 

VA police and/or the OIG, whichever 
has primary responsibility within VA 
for investigation of the offense in ques-
tion, will be responsible for notifying 
the appropriate United States Attor-
ney’s Office, pursuant to 28 U.S.C. 535. 

(Authority: 5 U.S.C. App. 3, 38 U.S.C. 902) 

[68 FR 17550, Apr. 10, 2003] 

SECURITY AND LAW ENFORCEMENT AT 
DEPARTMENT OF VETERANS AFFAIRS 
FACILITIES 

§ 1.218 Security and law enforcement 
at VA facilities. 

(a) Authority and rules of conduct. 
Pursuant to 38 U.S.C. 901, the following 
rules and regulations apply at all prop-
erty under the charge and control of 
VA (and not under the charge and con-
trol of the General Services Adminis-
tration) and to all persons entering in 
or on such property. The head of the fa-
cility is charged with the responsi-
bility for the enforcement of these 
rules and regulations and shall cause 
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